**1.Что понимается под защитой информации в системах и сетях?**

Обеспечение защиты информации от неправомерного доступа, уничтожения, модифицирования, блокирования, копирования

**2 Дайте определения ИБ КИС**

Информационная безопасность - сохранение и защита информации.

Корпоративная Информационная Система  это масштабируемая система, предназначенная для комплексной автоматизации всех видов хозяйственной деятельности компаний, а также корпораций, требующих единого управления.

**3 Приведите классификацию угроз информации**

Нежелательный контент, Вредоносные программы, Спам, Нежелательные сайты, Опасные программы

**4 Какие основные направления и методы реализации угроз Вам известны?**

Хищение, уничтожение, модификация, блокирование

**5 Что понимают под информационной системой?**

Среда, в которую входят компьютеры, компьютерные сети, программные продукты, базы данных

**6 Что называют информационными ресурсами?**

Информационные ресурсы — документы и массивы документов в информационных системах

**7 Что составляет основу политики безопасности?**

Способ управления доступом

**8 Проанализируйте механизмы и свойства защиты информации**

Ограничение доступа пользователей, Обновление ПО, Лицензирование программ

**9 Дайте понятие объекта защиты информации.**

Информация или носитель информации, который надо защитить

**10 Что относят к информационным процессам?**

Поиск, Передача, Обработка, Защита, Использование

**11 Что понимают под информационной системой?**

Среда, в которую входят компьютеры, компьютерные сети, программные продукты, базы данных

**12 Что называют информационными ресурсами?**

Информационные ресурсы — документы и массивы документов в информационных системах

**13 Примеры**

Библиотеки, архивы, СМИ,